**1. RECOMMENDED ACTION: EFFECT OF EC VOTE TO ACCEPT RECOMMENDED ACTION:**

|  |  |  |  |
| --- | --- | --- | --- |
|  | Accept as requested |  | Change to Existing Practice |
|  | Accept as modified below | X | Status Quo |
| X | Decline |  |  |

**2. TYPE OF DEVELOPMENT/MAINTENANCE**

|  |  |  |  |
| --- | --- | --- | --- |
| **Per Request:** | | **Per Recommendation:** | |
|  | Initiation |  | Initiation |
| X | Modification |  | Modification |
|  | Interpretation |  | Interpretation |
|  | Withdrawal |  | Withdrawal |
|  |  |  |  |
|  | Principle |  | Principle |
|  | Definition |  | Definition |
|  | Business Practice Standard |  | Business Practice Standard |
|  | Document |  | Document |
|  | Data Element |  | Data Element |
|  | Code Value |  | Code Value |
|  | X12 Implementation Guide |  | X12 Implementation Guide |
|  | Business Process Documentation |  | Business Process Documentation |

**3. RECOMMENDATION**

**SUMMARY:**

2025 WEQ Annual Plan Item 1.a – Review annually, at a minimum, the current version of the NAESB Electronic Tagging Functional Specification and make revisions as necessary to ensure the specification continues to be supportive of applicable NERC Reliability Standards and NAESB WEQ Business Practice Standards and is reflective of current cybersecurity best practices

**Recommended Standards:**

The subcommittee recommends no action at this time.

**4. SUPPORTING DOCUMENTATION**

**a. Description of Request:**

2025 WEQ Annual Plan Item 1.a – Review annually, at a minimum, the current version of the NAESB Electronic Tagging Functional Specification and make revisions as necessary to ensure the specification continues to be supportive of applicable NERC Reliability Standards and NAESB WEQ Business Practice Standards and is reflective of current cybersecurity best practices

**b. Description of Recommendation:**

The subcommittee recommends no action at this time.

**c. Business Purpose:**

The WEQ CISS reviewed the NAESB Electronic Tagging Functional Specification and determined that no action is needed at this time. The cybersecurity related requirements included within the specification are reflective of industry best practices, and the language is consistent with the WEQ Business Practice Standards and NERC Reliability Standards.

**d. Commentary/Rationale of Subcommittee(s)/Task Force(s):**

See the following WEQ CISS Meeting Minutes:

* [June 4, 2025](https://naesb.org/pdf4/weq_ciss060425fm.doc)
* June 25, 2025